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Admin and Disbursing ELSIGs

ELSIGs (Electronic signatures) govern the Admin and Disbursing Office's actions in processing transactions on member's records.

The Electronic Signature (ELSIG) module allows assigned users a unique authorization level. The disbursing officer (DO), commanding officer (CO), or ELSIG Control Officer (ECO) assigns ELSIGs to users who perform duties corresponding to the ELSIG authority level. The authorization level determines what functions in a Document Tracking and Management System application are available to the user.

ELSIG Update

Document Tracking and Management System does not allow you to update ELSIGs.  You must update the ELSIGs on UD/MIPS or RAPTRS, as is applicable, and then upload the ELSIGs to Document Tracking and Management System.

ELSIG Upload

This function allows you to upload an ELSIG file to Document Tracking and Management System.  If your ELSIG is expired, you must submit an updated ELSIG file that has been exported from UD/MIPS or RAPTRS.

How Do I Get Here?

1. Begin on the any Document Tracking and Management System page.

2. From the Tools menu, choose ELSIG Upload.  The ELSIG Upload page displays.

To Upload a File

1. In the Unit box, type the Unit Number or the DSSN.

2. In the ELSIG box, type the ELSIG.

3. In the Seed box, type the Seed.

4. If you are logged in as an Admin or Disbursing certifier, do one of the following:

5. If you want to overwrite ELSIGs currently on the system, check Overwrite Existing ELSIGs.

6. If you do not want to overwrite the existing ELSIGs, clear Overwrite Existing ELSIGs.
5. Do one of the following:

6. If you know the path of the file you want to upload, in the Select the ELSIG file you wish to upload box, type the Path of the file you want to upload.

7. If you do not know the path of the file you want to upload, choose Browse, and then in the Select the ELSIG file you wish to upload box, choose the File you want to upload.

6. Choose Upload & Login. The file is uploaded to the Document Tracking and Management System database, and you return to the previous page.

Users

The Users for this application will be Admin and Disbursing personnel with Admin Preparer, Admin Reviewer, Admin Certifier, Disbursing Preparer, Disbursing Auditor, and Disbursing Certifier-level Authority ELSIGs.

Admin Preparer

The Admin Preparer can view electronic documents and run reports on all documents created for their RUC.

Access Rights:

· Prepare a NAVMC 11116 (quad) or NAVMC 11060 document.

· Copy an existing NAVMC 11116 and change the SSN to make another document.

· Edit any document excluding any transactions entered in the diary block by the disbursing unit.

· Assign a document currently assigned to you, to another user or work group.

· Delete any document that you created which has not previously been certified.

· Self-assign any document that is currently sitting in the work pool.

· Forward for review, any document that has been assigned to you.

· Add your ID to a defined workgroup if that workgroup allows self-assignment. 

Admin Reviewer

The Admin Reviewer can review electronic documents for all preparers within the RUC and run reports on all documents for their RUC.

Access Rights:

· Review any document.

· Assign any document to a user or workgroup.

· Delete any document that has not previously been certified.

· Kill any document that has previously been certified.

· Self-assign any document.

· Forward to the Certifier any document that you reviewed. 

· Delete TTC's.

Admin Certifier

The Admin Certifier can certify electronic documents and run reports on all documents generated by their RUC.

Access Rights:

· Prepare a NAVMC 11116 or NAVMC 11060 document. Since the certifier cannot generate transactions, they cannot enter any data into the diary block. This requires a preparer action.

· Edit any document. This excludes any transactions entered in the diary block by the disbursing unit.

· Assign a document currently assigned to them to another user or workgroup.

· Close any advisory notice sent to a unit from the disbursing office as a document re-certified, killed, or closed.

· Delete any document that you created which has not previously been certified.

· Self-assign any document currently sitting in the work group.

· Review any document.

· Kill any previously certified document.

· Certify a reviewed document.

Disbursing Preparer

The Disbursing Preparer can create electronic documents, Zero Balance Separations DTL's, work electronic documents from Admin units and forward any document for review.

Access Rights:

· Review any document.

· Input disbursing transactions into the diary block.

· Edit any disbursing transactions in the diary block.

· Assign a document currently assigned to you to another user or workgroup.

· Self-assign any document.

· Forward for review any document.

· Create an advisory notice to be forwarded for review.

Disbursing Auditor

The Disbursing Auditor can audit electronic documents from Admin units and view or print quads by DSSN or RUC.

Access Rights:

· Review any document.

· Assign any document to a user or workgroup.

· Self-assign any document.

· Forward to the certifier, any document that you have reviewed.

· Create an advisory notice to be forwarded to the Certifier.

· Delete any advisory notice that has not previously been certified.

· Kill any advisory notice that has previously been certified.

Disbursing Certifier

The Disbursing Certifier can certify electronic documents from Admin units and view and print documents created by their DSSN or RUC.

Access Rights:

· Review any document.

· Assign any document to a user or workgroup.

· Kill any document that has previously been certified.

· Self-assign any document.

· Close any document that you have reviewed.

· Create an advisory notice to be certified and sent to a specific Admin unit.

· Delete any advisory notice that has not previously been certified.

· Close or kill any advisory notice that has previously been certified.

· Forward the NAVMC 11060 for zero balancing.
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